Web-enabled agent shell

In developing the web-enabled agent shell, we will leverage our ongoing work on the Jackal [10, 11] system being developed for and used in a number of projects at different universities and industrial research laboratories.  Jackal is a Java package, which allows applications to communicate via ACLs including classic KQML and the FIPA ACL. Key features include:

· Facilitates the sending and receiving of ACL messages. 

· Supports the use of multiple transport protocols (e.g., TCP/IP, SMTP, HTTP)

· Provides basic security by way of the Secure Socket Layer protocol.

· Implements a scheme for agent naming and address resolution. 

· Provides complete portability through exclusive use of JavaSoft Core libraries. 

· Presents the user with a blackboard-style interface to the message flow, for maximum flexibility. 

· Requires no modification to existing code. 

· Multiple instances may be used within one Java Virtual Machine and each instance can support one or more independent agents.
The heart of Jackal is a simple conversation system, serving to maintain context for concurrent threads of conversation while providing a guide for judging behavioral correctness and modeling the actions of other agents.  Jackal currently employs a set of conversation protocols, based on the Labrou semantics for KQML described in an extended DFA.  Jackal provides facilities for creating and manipulating user-defined conversation structures of arbitrary extent.

  
A comprehensive set of protocols (KQML Naming Scheme – KNS) for agent naming, addressing and authentication are a part of Jackal's message transport infrastructure. Jackal has a very modular, loosely coupled architecture, designed to support maximal concurrency among components, accomplished with the use of multiple threads and buffered interfaces between subsystems. Its concise API allows for comprehensive specification of message requests, and for blocking or non-blocking message retrieval. 

